
“In total, there are eight examples that Google tests
you on, some representing legitimate emails and
others phishing scams. Many of the examples are
actually based on real events, such as the massive
phishing attempt that hit Google Doc users in 2017 or
an email that Russian hackers sent to Hillary Clinton’s
campaign manager in 2016.”

Descriptions From:
https://www.thev
erge.com/2019/1/
22/18193107/goo

gle-phishing-
emails-quiz-jigsaw-

cyberattack

Phishing Quiz Link:
https://phishingqui
z.withgoogle.com/

“After each email, Google explains how to tell the
signs, often by hovering over URLs to check
where they lead and checking the spelling of
email addresses. Malicious users often try to
send emails that have URLs containing the
names of companies like Google or Dropbox, but
there will usually be some sort of giveaway that
the links point to somewhere more nefarious.”

https://www.theverge.com/2017/5/3/15534768/google-docs-phishing-attack-share-this-document-with-you-spam
https://www.theverge.com/2017/5/3/15534768/google-docs-phishing-attack-share-this-document-with-you-spam
https://www.theverge.com/2016/12/13/13940514/dnc-email-hack-typo-john-podesta-clinton-russia
https://www.theverge.com/2016/12/13/13940514/dnc-email-hack-typo-john-podesta-clinton-russia

